	






Beaming Data Holds Promise, With Limits, for Networking 
New York Times; New York, N.Y.; Aug 23, 2001; David F. Gallagher; 
Abstract:
Dr. [Mohsen Kavehrad] and a colleague, Dr. Svetla Jivkova, have been researching a system that sends pencil-thin infrared beams bouncing around a room, connecting computers to one another and to a central transmitter and receiver that is wired to a larger network. The researchers said the technology could transmit two gigabits a second, or about a thousand times as much data as a cable modem, with few transmission errors.

One way around the problem is to bounce wide infrared beams off the ceiling, scattering the reflections around the room. This allows receivers to be pointed in any direction. While some networking products already use this approach, Dr. Kavehrad said the scattered beams created something similar to an echo, causing data loss and limiting the network's speed.

Dr. [Joseph M. Kahn], who did research on infrared networking for much of the last decade, said he had based some of his work on research by Dr. Kavehrad. In a report, he and his colleagues demonstrated about a year ago that an infrared network could handle a separate video stream for every passenger on a jetliner. But he said he had moved on to other things.

=============
RESEARCHERS of infrared networking would like to bounce data off your nose. Or your desk. Or the coffee machine.

Their goal is to use beams of infrared light, reflecting from all surfaces in a room, to create high-speed information networks. While local networks using radio waves, like Apple's AirPort system, have been getting the attention, scientists working on infrared say that in the long run, light might be a better and faster alternative.

''Radio cannot compete with this performance,'' said Dr. Mohsen Kavehrad, a professor of electrical engineering at Pennsylvania State University.

Dr. Kavehrad and a colleague, Dr. Svetla Jivkova, have been researching a system that sends pencil-thin infrared beams bouncing around a room, connecting computers to one another and to a central transmitter and receiver that is wired to a larger network. The researchers said the technology could transmit two gigabits a second, or about a thousand times as much data as a cable modem, with few transmission errors.

Anyone who has used a remote control to change the channel has seen infrared in action. The technology is also used in laptop computers and Palm-type devices for wireless communication over short distances. But these links work best when the transmitter is pointed at the receiver, something that would not be practical when linking an entire office or offering network access in a public place like an airport or a restaurant.

One way around the problem is to bounce wide infrared beams off the ceiling, scattering the reflections around the room. This allows receivers to be pointed in any direction. While some networking products already use this approach, Dr. Kavehrad said the scattered beams created something similar to an echo, causing data loss and limiting the network's speed.

The Penn State researchers think they have solved the echo problem by using a holographic filter to produce thin beams that create a large grid as they reflect around the room. The university is seeking a patent on the technology.

''It's a really cheap and easy way of producing these multiple beams,'' he said. ''Having the pencil beams allows you to send the signals very fast, and not relying on just one of them allows you to move around, and you can do this whole thing at low power levels.''

Researchers at the University of Kassel and at the University of Siegen, both in Germany, have approached the problem differently, focusing on improving the receiver's ability to separate signals from echoes and interference. The researchers say the resulting network would be fast enough to allow everyone in a meeting to receive and transmit video streams on their laptops simultaneously for videoconferencing.

Providing enough bandwidth for activities like videoconferencing is one area where infrared has an advantage; the radio spectrum is tightly regulated so only certain frequencies can be used for data transmission. Manufacturers can push into higher frequencies in search of free space, but at the same time, the components needed become more expensive.

Infrared has no such problems, because its frequencies, which are just below visible light on the electromagnetic spectrum, are unregulated. And because infrared transmissions do not penetrate walls, there is no chance of interference or overlap in neighboring rooms. That also can be a security advantage; radio-frequency networks open the possibility of eavesdropping, perhaps by someone sitting in the parking lot with a laptop and an antenna.

But infrared's inability to pass through walls and other objects may also be its downfall. The technology requires at least one receiver and transmitter in each room to be connected to a wired network. This makes it an unlikely choice for, say, someone wanting to stay online wirelessly while moving a laptop among different rooms. And forget about going online from the backyard via infrared -- the beams need surfaces, particularly ceilings, to bounce from.

Joseph M. Kahn, a professor of electrical engineering and computer sciences at the University of California at Berkeley, said the first users of new networking equipment have been companies and schools, and ''they don't want to put an access point in each room.''

Dr. Kahn, who did research on infrared networking for much of the last decade, said he had based some of his work on research by Dr. Kavehrad. In a report, he and his colleagues demonstrated about a year ago that an infrared network could handle a separate video stream for every passenger on a jetliner. But he said he had moved on to other things.

''It has some technical advantages,'' he said, ''but it just hasn't taken off commercially, and I see no signs that that's going to change, unfortunately.''

In addition, he said, companies are investing more money in radio research, limiting advancements in infrared.

Meanwhile, radio-based networking is entering the mainstream. Much of the focus is on a standard known as 802.11b or Wi-Fi, the technology used in Apple's AirPort and other low-cost networking products. Starbucks is putting Wi-Fi into its stores, allowing customers to surf while sipping.

One thing that might give a lift to infrared would be research demonstrating that the radio energy used in mobile phones and other devices is actually hazardous to human health, Dr. Kahn said.

Studies so far have been inconclusive, and there is only a slim chance that something more definitive will appear, he said. At the low level of energy needed for networking, researchers say, infrared beams cannot hurt the eyes or anything else.

Dr. Kavehrad said that he was concerned about the long-term effects of bathing people in radio waves and that infrared light offered a safer alternative.

''We've lived under God-given sunlight for zillions of years,'' he said.
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Holograms control data beams 

By: Chhavi Sachdev

Infrared light does the work for you when you change a television channel using a remote control. It wasn’t always that way; an ungainly cable connected the first clickers to the television set. 

Researchers at Pennsylvania State University are looking to make infrared wireless computer networks better competition for cabled networks by harnessing the light channeling abilities of holograms. 

Infrared light is very fast. It can transmit data at several times the rate of today's cable-bound networks, and far more than wireless radio networks. Infrared’s main drawback, however, is that the light signals must have a clear path to travel. 

While radio frequencies can go through walls, infrared signals are limited to line-of-sight contact. A person walking in front of a remote control, for instance, will block the signal. Both radio and infrared waves are also prone to data transmission delays and signal distortions. 

The Penn State system addresses the line-of-sight and distortion problems by passing the infrared signals through a hologram, which scatters them towards the ceiling. "The [holographic element] at the transmitter splits a single laser beam into many beams aimed at different directions in such a way that a regular grid of small size light spots is created on the ceiling," said Mohsen Kavehrad, a professor of electrical engineering at Penn State. 

The infrared signals then reflect back down to the receivers at different angles. A 10-by-10 grid will allow the signals to cover an average-sized square room, and more than one grid can be used to cover larger rooms, Kavhrad said.

In contrast, existing infrared networks use a single, wide-pattern laser beam that shines on the walls and ceilings. The light-signals reach the receiver at different times after bouncing off several surfaces and traveling different distances. This jumble of signals causes distortion. 

The Penn State receiver is tuned to recognize each angled signal, but uses just one at a time to receive data. "The transmitting pattern and the receiving pattern are matched in such a way that the receiver receives signals from only one or two light spots," said Kavehrad. This eliminates the usual signal distortion at the receiver, he said.

The receiver hologram also acts like a curved mirror, concentrating the signal. Unlike a regular mirror, however, the hologram channels only a narrow range of light wavelengths, or colors. This filters out background light, which can also distort signals, said Kavehrad. 

Radio-based devices like IBM’s Bluetooth transmit data at less than 1 megabit per second, and common ethernet cable transmits data at 100 megabits per second. The infrared network's theoretical capacity is 2,000 megabits, which translates to several hundred megabits per second in practice, Kavehrad said.

The system also does not use much power; it requires less than a watt of power to operate, said Kavehrad. 

This research is a nice advance, said Joseph M. Kahn, a professor in the department of electrical engineering and computer sciences at the University of California at Berkeley. "It’s an interesting application of technology to generate those narrow beams," he said. 

There is also an issue of where infrared fits in competitively with radiowaves, he said. Although infrared’s high transmission rate opens up possibilities, it is still a drawback that the signals cannot pass through walls and so require an access point in each room, he said. "Typically, people are looking to cover a building or a larger geographical area at the lowest cost rather than trying to bump the highest data rate. So at the current stage, people would prefer... radio solutions," he said. 

If people wanted high data rates of 100 megabits per second in each room, infrared would play a role, he said. "But the demand isn’t there yet." 

The system could be commerically available in about a year, said Kavehrad. The researchers’ immediate goal is to install a system in their own lab. 

Kavehrad’s colleague was Svetla Jivkova, a research associate at Penn State. They published the paper in the proceedings of the 5th World Conference on Systemics, Cybernetics and Informatics (ISAS/SCI 2001) held in Orlando, Florida between July 22 - 25, 2001. The research was funded by the National Science Foundation (NSF), Pittsburgh Digital Greenhouse and IBM’s Shared University Resources programs (SUR). 
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IR Wireless Signals High Bandwidth at Low Power 

Wireless infrared local-area networking is a flexible and economical alternative to hardwired interconnections. Unlike radio frequency transmission, both narrow- and wide-angle infrared communications can support high data rates, but at a cost. Narrow-angle transmission requires precise alignment of transmitter and receiver, while wide-angle transmission demands high power.

Mohsen Kavehrad and Svetla Jivkova, researchers at Pennsylvania State University in University Park, have illustrated a model that combines elements of both narrow- and wide-angle systems to deliver high data rates with low power. Prototype components have been constructed, and Kavehrad plans to demonstrate a system prototype. Results described are drawn from computer simulation of room, transmitter and receiver.

Rather than illuminating an entire room, the transmitter integrates an eight-level computer-generated hologram coupled to an IR diode to create a 10 x 10 array of 5-cm spots on the ceiling. The spots are small, allowing their intensity to be kept relatively low; the receiver's narrow 7° field of view helps filter background illumination.

As long as the angle of incidence does not exceed 60°, each spot acts as a secondary lambertian source, reflecting at a constant intensity, regardless of the angle from which it is viewed. The spot-to-spot intensity variation is less than 1.5 percent.

The receiver uses a multibranch configuration with several adjacent small fields. It is constructed from a holographic curved mirror with a 6-mm-diameter silicon photodiode positioned at its focus. The mirror functions as a 20-nm bandwidth spectral filter.

The transmission spot array and the receiver field of view are designed to ensure that only one transmission spot is contained within the field, which eliminates the problem of multiple signal paths. Multiple reflections still can limit the bandwidth of the system, but with appropriate signal encoding and modulation, data rates of hundreds of megabits per second are achievable with a transmitter that consumes well under 1 W. 

Richard Gaughan
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 ICON-NEWS

Beaming data could be networking's saviour 

Researchers have seen the light, and it could be your network of choice sooner than you think, writes David Gallagher. 

Researchers of infra-red networking would like to bounce data off your nose. Or your desk. Or the coffee machine.

Their goal is to use beams of infra-red light, reflecting from all surfaces in a room, to create high-speed information networks. While local networks using radio waves, such as Apple's AirPort system, have been getting the attention, scientists working on infra-red say that in the long run, light might be a better and faster alternative.

"Radio cannot compete with this performance," said Mohsen Kavehrad, a professor of electrical engineering at Pennsylvania State University.

Kavehrad and a colleague, Svetla Jivkova, have been researching a system that sends pencil-thin infra-red beams bouncing around a room, connecting computers to one another and to a central transmitter and receiver that is wired to a larger network. The researchers said the technology could transmit two gigabits a second, or about a thousand times as much data as a cable modem, with few transmission errors.

Anyone who has used a remote control to change the channel has seen infra-red in action. The technology is also used in laptop computers and Palm-type devices for wireless communication over short distances. But these links work best when the transmitter is pointed at the receiver, something that would not be practical when linking an entire office or offering network access in a public place like an airport or a restaurant.

One way around the problem is to bounce wide infra-red beams off the ceiling, scattering the reflections around the room. This allows receivers to be pointed in any direction. While some networking products already use this approach, Kavehrad said the scattered beams created something similar to an echo, causing data loss and limiting the network's speed.

The researchers think they have solved the echo problem by using a holographic filter to produce thin beams that create a large grid as they reflect around the room. The university is seeking a patent on the technology.

"It's a really cheap and easy way of producing these multiple beams," he said. "Having the pencil beams allows you to send the signals very fast, and not relying on just one of them allows you to move around, and you can do this whole thing at low power levels."

Researchers at the University of Kassel and at the University of Siegen, both in Germany, have approached the problem differently, focusing on improving the receiver's ability to separate signals from echoes and interference. The researchers say the resulting network would be fast enough to allow everyone in a meeting to receive and transmit video streams on their laptops simultaneously for videoconferencing.

Providing enough bandwidth for activities like videoconferencing is one area where infra-red has an advantage: the radio spectrum is tightly regulated so only certain frequencies can be used for data transmission. Manufacturers can push into higher frequencies in search of free space but at the same time the components need to become more expensive.

Infra-red has no such problems because its frequencies, which are just below visible light on the electromagnetic spectrum, are unregulated. And because infra-red transmissions do not penetrate walls, there is no chance of interference or overlap in neighbouring rooms. That also can be a security advantage: radio-frequency networks open the possibility of eavesdropping, perhaps by someone sitting in the parking lot with a laptop and an antenna.

But infra-red's inability to pass through walls and other objects may also be its downfall. The technology requires at least one receiver and transmitter in each room to be connected to a wired network. This makes it an unlikely choice for, say, someone wanting to stay online wirelessly while moving a laptop among different rooms. And forget about going online from the backyard via infra-red - the beams need surfaces, particularly ceilings, to bounce from.

One thing that might boost infra-red would be research demonstrating that the radio energy used in mobile phones and other devices is actually hazardous to human health.

At the low level of energy needed for networking, researchers say, infra-red beams cannot hurt the eyes or anything else.

Kavehrad said that he was concerned about the long-term effects of bathing people in radio waves and that infra-red light offered a safer alternative.

"We've lived under God-given sunlight for zillions of years," he said.

The New York Times
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Wireless Networking: Does Infrared Have a Chance?

Tim McDonald August 30, 2001 

Scientists think that one key to future networking may reside in the infrared technology used by the lowly television remote control.
The more people and businesses add computers to those they already have, the harder scientists search for efficient ways to connect them. One dark-horse technology candidate could reside in the ordinary television remote control that you use to flick through channels. 

Infrared technology, which has been around for quite a while, has so far remained in the shadow of other, newer technologies. But if current research pans out, it could become the wireless networking tool of the future. 

Slowed by Echoes 

Computers are already using light beams to communicate with each other. Using standards established by the Infrared Data Association (IRDA), handheld computers like Palm Pilots are able to "beam" short notes in small data "packets." Infrared is also used in laptops to send data to printers without the need of cables. 

But there are drawbacks that have proven discouraging to researchers and investors. For example, the technology works best when the transmitter is pointed directly at the receiver. 

"That's a problem, even if you count bouncing the beams up to the ceiling and down toward the port," Allen Nogee, senior analyst with Cahners In-Stat Group, told Wireless NewsFactor. 

"The second problem is that the data rates have never really been all that fast. You think 'light' and you think 'high-speed,' but the fact of the matter is, when the light is bouncing all around the walls and ceiling, you get a lot of echoes. That slows the data rate down considerably. Competing technologies are more feasible right now." 

Infrared Hackers 

Another drawback is that infrared signals cannot pass through walls or ceilings, meaning that at least one receiver and one transmitter is required in every room. 

Also, infrared's reputation suffered a setback recently when Microsoft warned that the part of Windows 2000 software that involves infrared support could allow malicious users to shut down computers by remote control. 

According to the Microsoft warning, a hacker could create a special packet that exploits Windows 2000's built-in support for IRDA. The packet could flood a computer with data and create a "buffer overflow" that could cause the computer to restart. 

1,000 Times Faster? 

But work is going on now aimed at solving these problems. 

Researchers at Penn State University are trying to develop a high-speed information network using infrared that they say could be faster, more efficient and possibly even healthier, since health experts aren't sure about the long-term effects of radio waves on humans. 

Drs. Mohsen Kavehrad and Svetla Jivkova are experimenting with infrared light that bounces off myriad surfaces in a room, and which they say is capable of transmitting data at two gigabits per second -- roughly 1,000 times faster than cable modems -- and with fewer errors. 

As for the echoes, the Penn State researchers claim they may have solved the problem with holographic filters. The filters produce pencil-thin beams that create wide grids as they reflect around a room, eliminating interference. 

And, researchers in Germany are working on a receiver that can separate true signals from interference and echoes. 

Infrared More Secure 

Infrared technology has several advantages over radio waves, especially in areas such as video teleconferencing. The radio spectrum is heavily regulated, and only certain frequencies can be used. 

Infrared frequencies, which are just below visible light on the electromagnetic scale, are free and available to anyone who wants to use them. 

In addition, one of infrared's disadvantages can be turned into an advantage in terms of security. Since infrared cannot penetrate walls, there is less likelihood of eavesdropping than there would be using ordinary radio waves.

---------------------------------------------------------------

UniSci Daily 

Indoor Wireless LANs Minus Line-Of-Sight IR Can Work 

Penn State engineers have shown that broadband, wireless, indoor, local area communication networks that rely on non-line-of-sight infrared (IR) signal transmission can offer low error rates as well as safe, low power levels. 

Dr. Mohsen Kavehrad, professor of electrical engineering and holder of the W. L. Weiss (AMERITECH) chair, says, “Line-of-sight or point-to-point infrared signal transmission, which is used, for example, in television remote controls, is highly efficient at low power levels but suffers from the need for alignment between the transmitter and receiver. 

"If someone ‘shadows’ or blocks the remote control beam while you’re trying to change the channel, the signal can’t get through. 

“On the other hand, non-line-of-sight transmission, which uses a broad diffuse beam, suffers less from shadowing but usually forfeits the power efficiency, broadband and low error rate values that infrared transmission can offer.” 

Now, however, Kavehrad and his colleagues at Penn State’s Center for Information and Communications Technology Research have developed a new link design that uses a multi-beam transmitter with a narrow field of view receiver. The system has a bit-error rate of only one error per billion bits and uses milliwatt transmitted power levels. 

Kavehrad says, “This error rate is unmatched considering the offered transmission capacity.” 

The Penn State researcher detailed the system Sunday (July 22) at the Fifth World Multi-Conference on Systemics, Cybernetics and Informatics SCI 2001 meeting in Orlando, Florida. His paper, “Some Recent Advances in Indoor Broadband Infrared Wireless Communications,” is co-authored by Dr. Svetla Jivkova, research associate. 

To use the Penn State signaling scheme, for example, to form a local area network for a group of computers in a room, each machine is equipped with a low power infrared source and a holographic beam splitter. 

The original low power beam is separated into several narrow beams, which strike the ceiling and walls at points that form an invisible grid throughout the entire volume of the room. Because the beams are also reflected at each of the strike points, they can be used to send or receive information. 

Since the beams created by the splitter are narrow, narrow field-of-view receivers are used. Using a narrow field of view receiver makes it easier to filter out noise. In addition, receivers consisting of more than one element can insure continued coverage when some of the transmitter beams are blocked. 

Kavehrad notes, “Others have attempted to develop local area networks with radio frequencies. However, indoors, radio frequencies can pose a radiation hazard. 

“Infrared signals, on the other hand, pose no such hazard, especially at the low powers used by our system. However, since the sun is an infrared emitter, as well as fluorescent and incandescent bulbs, light coming in through windows or from artificial lighting can add background noise to the system. This noise, to some extent, can be filtered at the receivers.” 

The Penn State team developed a framework for computer simulation under which properties of room, transmitter and receiver are quantified. Using the simulation results, they showed that the system has a bit-error rate of only one error per billion bits in 99 percent of the coverage area at bit rates up to a few hundred megabits per second. 

In addition, the system uses transmitted power levels well below one Watt.

The wireless infrared communication system is being patented by the University. The research was supported by grants from the National Science Foundation and the Pennsylvania technology development program known as the Pittsburgh Digital Greenhouse.
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NY Times : Tecnologia

Raios infravermelhos são alternativa para a transmissão de redes de computadores

Por David F. Gallagher :: 19:55 29/08

A tecnologia de transmissão de rede através de raios infravermelhos, o mesmo princípio usado em controles remotos, oferece vantagens como a velocidade, a segurança e o sigilo, mas os infravermelhos não conseguem atravessar paredes e objetos, e ainda não deram sinais de avanços comerciais

Pesquisadores da rede infravermelha gostariam de colocar dados diante do seu nariz. Ou da sua mesa. Ou da máquina de café. 

Seu objetivo é usar raios infravermelhos refletindo a partir de todas as superfícies de uma sala, para criar redes de informação de alta velocidade. Enquanto as redes locais que utilizam ondas de rádio, como o sistema AirPort da Apple, estão chamando a atenção, cientistas que estão trabalhando com os infravermelhos dizem que a longo prazo, a luz pode ser uma alternativa melhor e mais rápida. 

"As ondas de rádio não conseguirão competir com a luz," afirmou Mohsen Kavehrad, um professor de engenharia elétrica da Universidade Estadual da Pennsylvania. 

Kavehrad e um colega, Svetla Jivkova, estão pesquisando um sistema que envia raios infravermelhos da grossura de um lápis que encobrem uma sala, conectando os computadores entre si e a um transmissor e receptor central ligado a uma rede maior. 

Os pesquisadores dizem que a tecnologia pode transmitir dois gigabits por segundo, ou aproximadamente mil vezes a quantidade de dados transmitida por um modem a cabo, com poucos erros de transmissão. 

Qualquer pessoa que já usou um controle remoto para mudar de canal viu um infravermelho em ação. A tecnologia também é utilizada em laptops e palmtops para comunicação de curta distância. Mas estas ligações funcionam melhor quando o transmissor está apontado para o receptor, algo que pode não ser muito prático quando um escritório todo está conectado ou para oferecer acesso à rede em um lugar público como um aeroporto ou um restaurante. 

Uma maneira de solucionar o problema é emitir raios infravermelhos do teto, dispersando as reflexões pela sala. Isto permite que os receptores sejam apontados em qualquer direção. Enquanto alguns produtos de rede já usam esta tecnologia, Kavehrad disse que um dos problemas é que os raios espalhados podem criar algo parecido com um eco, ocasionando perda de dados e limitando a velocidade da rede. 

Os pesquisadores da universidade da Pennsylvania acham que resolveram o problema do eco utilizando um filtro holográfico para produzir raios finos que criam uma grande rede refletindo por toda a sala. A universidade está patenteando a tecnologia. 

"É um meio fácil e barato de produzir estes raios múltiplos," ele disse. "Os raios finos permitem que você envie os sinais rapidamente, e não precisar de apenas um deles permite que você se movimente, e tudo isso pode ser feito usando pouca energia." 

Os pesquisadores da Universidade de Kassel e da Universidade de Siegen, ambas na Alemanha, analisaram o problema de uma forma diferente, concentrando-se em aprimorar a capacidade do receptor de separar os sinais dos ecos e da interferência. Os pesquisadores dizem que a rede resultante deste processo seria rápida o suficiente para permitir que todos em uma reunião transmitam e recebam vídeos em seus laptops simultaneamente para videoconferências. 

O fornecimento de uma largura de banda suficiente para atividades como a videoconferência é uma área onde o infravermelho tem suas vantagens; o espectro do rádio é rigidamente controlado, de forma que apenas determinadas freqüências podem ser usadas para a transmissão de dados. Os fabricantes também podem buscar freqüências mais altas em busca de mais espaço, mas ao mesmo tempo, os componentes necessários se tornam mais caros. 

O infravermelho não tem problemas deste tipo, porque suas freqüências, que estão logo abaixo do espectro eletromagnético, não são reguladas. E porque as transmissões infravermelhas não atravessam paredes, não há chance de interferência ou sobreposições em salas vizinhas. 

Esta também pode ser uma vantagem de segurança; as redes de freqüência de rádio abrem a possibilidade de escuta por pessoas indesejáveis, talvez alguém sentado no estacionamento com um laptop e uma antena. 

Mas a impossibilidade dos infravermelhos de atravessar paredes e outros objetos também pode ser sua pior desvantagem. A tecnologia exige que pelo menos um receptor e transmissor em cada sala esteja conectado a uma rede. Isto o torna uma escolha improvável para, por exemplo, alguém que deseja permanecer online enquanto carrega seu laptop para vários lugares diferentes. E esqueça a conexão no jardim através dos infravermelhos - os raios precisam de superfícies, principalmente de tetos, para se difundir. 

Joseph M. Kahn, professor de engenharia elétrica e ciências da computação na Universidade da Califórnia em Berkeley, disse que os primeiros usuários do equipamento seriam empresas e escolas, e "eles não querem colocar um ponto de acesso em cada sala." 

Kahn, que realizou pesquisas sobre a rede infravermelha por grande parte da última década, disse que baseou parte de seu trabalho em uma pesquisa de Kavehrad. Em um relatório, ele e seus colegas demonstraram há mais ou menos um ano que uma rede infravermelha comporta um fluxo de vídeo para cada passageiro de um avião. Mas ele disse que passou a pesquisar outras coisas. 

"Existem algumas vantagens técnicas," ele disse, "mas esta tecnologia ainda não avançou comercialmente, e infelizmente eu não vejo sinais de que isto possa mudar." 

Além disso, as companhias estão investindo mais em pesquisas de rádio, limitando os avanços da tecnologia de infravermelhos. 

Enquanto isso, as redes baseadas em ondas de rádio estão se tornando mais importantes. Grande parte se concentra em um padrão conhecido como 802.11b ou Wi-Fi. 

Uma coisa que pode impulsionar os infravermelhos é a pesquisa demonstrando que a energia de rádio utilizada em telefones celulares e outros aparelhos é verdadeiramente prejudicial à saúde humana, disse Kahn. 

Os estudos até agora são inconclusivos, e há apenas uma pequena chance de que surjam dados definitivos, ele disse. Com o baixo nível de energia necessário para as redes, dizem os pesquisadores, os raios infravermelhos não prejudicam os olhos nem nada. 

Kavehrad disse que estava preocupado com os efeitos de longo prazo de banhar as pessoas em ondas de rádio e que a luz infravermelha oferece uma alternativa mais segura. 

"Nós vivemos sob a luz do sol fornecida por Deus há milhões de anos," disse o cientista.
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